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The Business Constituency is pleased to provide comments on the updated RAA which we have set out below.   From an overall perspective we support an approach which demonstrates industry best practice standards; that enables ICANN to enforce its contracts in a timely and cost effective way, and that protect the interests of registrants and end users.
1. Enforcement tools 

a. Registrar Audits – Allowing ICANN to conduct site visits and audits of registrars upon at least 15 days notice.  We support the intention set out here, but think ICANN should have flexibility to audit on less then 15 days notice.

b. Sanctions & Suspension – Providing for escalated compliance enforcement tools such as monetary sanctions and suspension of registry access.   The Business Constituency needs some assurances that ICANN has the co-operation of the registry operators to ensure that this happens correctly.  We also suggest additional, graduated sanctions including fines that can augment ICANN’s contract compliance budget. 

c. Group Liability – Preventing "serial misconduct" by registrars when another affiliated (by common control) registrar’s RAA is terminated.  “Affiliated” should be defined broadly, including any entities that have overlap in officers, directors or executives, as well as entities which share “common control”, and that phrase also needs to be specifically defined   ICANN should deepen the transparency of basic registrar information, further competition among registrars, and provide broader contractual compliance information, by routinely publishing information about registrar affiliations. 

d. Registrar Fees – Revising registrar fee provision to be aligned with recent and current ICANN budgets; assessing interest on late fee payments.   The Business Constituency supports prudent financial management and imposition of financial penalties consistent with other industry standard approaches to penalties for non-payment.  We also note an apparent, substantial reduction of accreditation fees due under 3.9.1.  We are concerned that ICANN would cap these fees within the RAA, as instead these should be addressed annually as part of ICANN’s budget process, in order to track to ICANN’s actual costs and expected income.  

e. Registrations by Registrars – Creating liability of registrars to ICANN for any registrations created by a registrar for its use in providing Registrar Services.    Registrars that register domain names for their own use must be held to at least the same standards as every other registrant, at least with respect to payment of fees and with respect to abuse.

f. Arbitration Stay – Eliminating the existing automatic 30-day stay of termination registrars receive by initiating arbitration or litigation to challenge an RAA termination.  The Business Constituency supports this initiative since it should quicken the process of terminating non-compliant registrars, and thus better protect end-users. 
2. Registrant protections 

g. Private Registration & Registrar Data Escrow Requirements – Registrars are required to escrow underlying customer data in the case of private or proxy registrations.  All underlying customer data in the case of private or proxy registrations must be escrowed immediately upon registration, pursuant to clear guidelines.  Third party proxy services marketed, sold and/or partially controlled by registrars must also be subject to this escrow requirement.  To allow registrars to opt out via disclosure will eviscerate the requirement altogether, as we expect virtually all registrars would opt out in this manner.  Proxy registrants who intend to commit abuse, or who otherwise fear for their WHOIS privacy, will surely not want their underlying data escrowed.  Legitimate proxy registrants could lose their domain names if their registrar and/or proxy service suffers a technical failure and/or goes out of business without escrowed registrar customer data.

h. Registrant Rights and Responsibilities – Requiring registrars to include on their websites a link to a "Registrant Rights and Responsibilities" document to be created in consultation with the ICANN community.    A requirement to provide a link to rights and responsibilities information is generally good. ICANN must be careful that the informational document is based upon contractually or otherwise legally established rights and responsibilities. It should include issues such as registrants’ requirement to pay recurring registration fees, and that expired domains are likely irretrievably lost.  The document should include information about registrant rights and responsibilities with respect to cybersquatting, phishing and other domain registration abuses. 

i. Contractual Relationships with Resellers – Protecting registrants who are customers of resellers by obligating resellers to follow ICANN policies and requiring that they either escrow privacy/proxy customer data, or alternatively, give prominent notification that such data will not be escrowed.   The BC is supportive of this provision.  Sub-domain registrars should also be included given that 18% of phishing attack in 2007 were hosted in sub-domains, and essentially sub-domain registrars are acting as domain name resellers.  New Sec. 3.12.4 should be amended per below re WHOIS accuracy.  New Sec. 3.12.6 should be much more forceful, requiring the sponsoring registrar to take certain steps within a certain amount of time to cure breach by any reseller, and requiring termination of the registrar and/or reseller contracts in the event of continued non-compliance.

j. WHOIS accuracy:  Inaccurate WHOIS information has been a serious and growing problem for many years, hampering the ability of law enforcement personnel to discover the identity of domain name registrants – both those who are clearly abusing their registrations, and those that have had their sites or accounts hacked in order to commit abuse.  These revisions to the RAA should clarify that accurate WHOIS data is critical and will result in cancellation of a name.  Thus Sec. 3.7.7.2 should be amended to delete ‘willful’ in two places, and the last sentence should say “and will result in cancellation” if not corrected within 15 days.  Further, Sec. 3.7.8 should specify actions that a registrar must take, and a timeframe for taking them, in order to address inaccurate WHOIS data.  In addition, verification of the data at the time of the registration, and yearly re-verification, should be made mandatory.
3. Promoting stable and competitive registrar marketplace.   

a. Accreditation by Purchase – Requiring registrars to notify ICANN upon a change of ownership and to re-certify the registrar’s compliance with the RAA.  Sec. 5.3.3 should specify a definition for ‘officers and directors’, and should broadly include senior executives so that the purpose of this provision is not eviscerated by nomenclature.

b. Operator Skills Training and Testing – Providing for mandatory training of registrar representatives to ensure better registrar understanding of ICANN policies and RAA requirements.  The BC is ambivalent about the inclusion of this provision.  Who pays for the skills training and testing; how is it kept current and shouldn’t this already be included as an integral part of the accreditation process?  
c. Use of ICANN-Accredited Registrars – Maintaining ICANN’s general policy of requiring registries to use ICANN-accredited registrars (in the absence of a reasonable and noted exception).  This provision does not seem appropriate for the RAA and should be deleted.  If something like it remains, then the BC believes this provision must be discussed more broadly,  particularly in light of the introduction of new TLDs that show a greater diversity of business models.  It is likely that some newTLDs will want and/or need the right to sell or otherwise provide registrations directly to their users, without use of ICANN-accredited registrars.  
4.
Agreement modernization 

a. Notice Provision – Streamlining ICANN’s obligation to provide notice to registrars of new Consensus Policies applicable to registrars.  Sec. 4 should be amended to delete references to ‘reasonable’ amounts of time for compliance, and instead should specify implementation “no later than 60 days” from notice, unless ICANN specifies a shorter or longer time for any particular policy implementation.   

b. References to the Department of Commerce – Acknowledging ICANN’s movement toward independence from the DOC by removing certain references within the RAA to a requirement of DOC approval.  The BC is of the view that it is premature to remove references to the Department of Commerce until a holistic and integrated progression to independence from DOC oversight is achieved. 

c. Registrar Data Retention Requirements – Clarifying data retention requirement for registrars to allow for more uniform practices.   The BC supports this new provision as it provides a clear rule applicable to all registrars,

